Windows 10 Wireless at PPLD

Click on the Start Menu on the lower left corner, then click on Settings
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Select Network and Internet.
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Time & language Ease of Access Privacy
Speech, region, date Narrator, magnifier, Location, camera
high contrast

Select PPLD-W and click Connect.
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Please verify the wireless
network adapter on the
laptop is turned on before
proceeding.

If you would like your laptop to
automatically connect to PPLD’s Wi-Fi
check the box.




Next, open up your preferred browser. You will then be prompted to accept the PPLF WIFI Access
Guest Wireless Access Acceptable Use Policy.
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PPLD WIFI Access
Guest Wireless Access Acceptable Use Policy
Pikes Peak Library District

PPLD offers free wireless access to Library patrons. All wireless users are expected to act in a lawful and respectful manner, and are required to conform to the
conditions of PPLD’s Internet Use Policy.

The Library uses a filter to prevent access to sexually explicit images. Users must recognize that technology is imperfect and that it is therefore not possible to
block everything that might be considered objectionable. Although the Library makes every effort to provide secure access to the Internet, users are at risk for
loss or theft of information and should take appropriate cautions with personal information while using the Library network. Information transmitted could
potentially be intercepted. Do not transmit sensitive information (credit card numbers, passwords, account information) while using wireless access. Wireless
devices must be configured with anti-virus protection using current virus definitions.

Use of the Library's wireless network is entirely at the risk of the user. PPLD is not responsible for any information that is compromised or lost through use of its
wireless access. This includes damage or loss due to:

» Electrical surges
» Breaches of security by viruses or hacking
+ Disruptions to wireless service

PPLD’s entire Wireless policy can be found at http://ppld.org/wireless-access-policy

CLICK ON THE BUTTON BELOW TO ACCEPT THE ABOVE POLICY TERMS.




